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First Change

4.3.1
General

The architecture diagrams highlight the S9a interface between the PCRF and the BBF PCF (BPCF) for Femto access to support use cases and requirements per BBF WT-203 [6], TS 22.220 [14] and TS 22.278 [5].

The function of the S9a interface is to convey sufficient information to the BPCF to enable it to identify the BBF network elements the 3GPP Femto connects to, and perform admission control based on the bandwidth requirements and QoS attributes of a new or modified UE service data flow(s) (via the 3GPP Femto).

The reference architecture focuses on the policy management aspects of the 3GPP-BBF interworking.
NOTE 1:
The assumption is that the BBF BNG may be enhanced to support new functionality such as provisioning of policies from the BPCF.

NOTE 2:
The connection between the BRAS/BNG and the SeGW is IP transport connection.

NOTE 3:
When the 3GPP and Fixed Broadband access networks belong to different Service Providers security arrangement are analogous to those between the H-PCRF and the V-PCRF, and can be based on TS 33.210 [16] or TS 33.310 [17].


Next Change

5.2
Reference Points

The reference points S1-MME, S1-U, S3, S4, S5, S6a, S8, S10, S11 are defined in TS 23.401 [2]. The reference points S2c, S6b, SWx, SWd, SWm, SWn, SWu, SGi, Gxc are defined in TS 23.402 [3]. The reference point Rx and Sd are defined in TS 23.203 [4].

Gx
For purpose of BBF interworking it transfers the UE/H(e)NB Local IP address and the UDP port number if NAT/NAPT is detected in the BBF access network at which the H(e)NB is connected to.
Gxb*
It connects the ePDG with the PCRF and transports UE Local IP address, UDP port number(s) for the UE connected to WLAN. It is used in untrusted S2c and S2b-PMIP case .This information triggers the PCRF to initiate the Gateway Control Session over S9a.
S2b
For purpose of BBF interworking it transfers UE Local IP address and UDP port number(s) in cases of S2b-GTP. This information triggers the PCRF to initiate the Gateway Control Session establishment over S9a towards the BPCF.
S15
It supports the initiation, modification and termination of sessions between the HNB GW and PCRF to support CS sessions. This interface triggers the PCRF to request allocation of resources in the Fixed Broadband access network for CS sessions.

S9
For BBF interworking for WLAN UE roaming with home routed access and S2b/Gx being used to trigger the PCRF to initiate the Gateway Control Session establishment over S9a, or for BBF interworking using GTP Home Routed Traffic for H(e)NB, the S9 interface is enhanced to carry from the H-PCRF to the V-PCRF the UE/H(e)NB Local IP address and the UDP port number if NAT/NAPT is detected in the Fixed Broadband access network at which the H(e)NB is connected to.
S9a
For purpose of BBF interworking it provides transfer of dynamic QoS control policies (QoS) from the Home PCRF to the BBF Policy Control function (BPCF) and in roaming scenario from the Visited PCRF and to the BBF Policy Control function (BPCF). Furthermore the S9a carry from the H-PCRF/V-PCRF the UE/H(e)NB local IP address and the UDP port number if NAT/NAPT is detected in the Fixed Broadband access network at which the H(e)NB is connected to. The S9a is based on enhancement of S9 reference point for supporting interworking with BBF Policy Framework.

SWa
For purpose of BBF interworking it connects the BBF AAA proxy with the 3GPP AAA Server/Proxy and transports access authentication, authorization and accounting information in a secure manner. The transport of accounting information is applicable only to non-seamless WLAN offloaded traffic.

STa
For purpose of BBF interworking it connects the BBF AAA proxy with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and accounting information in a secure manner. The transport of accounting information is applicable only to non-seamless WLAN offloaded traffic.
The Reference points within the BBF access network are defined in BBF TR 058 [7], BBF TR-101 [8], BBF WT‑145 [10] and BBF WT-134 [11] and they are considered out of the scope of 3GPP.
Next Change

6.1.1
Principles for EPC-routed traffic

Policy control for EPC routed traffic is provided when either 3GPP access authentication or tunnel based authentication is performed.
Multi Access PDN Connectivity for WLAN access located in a Fixed Broadband Access Network implies that a 3GPP UE with multi access PDN connectivity capabilities can connect to WLAN access located in a Fixed Broadband Access Network as described in TS 23.401 [2] and TS 23.402 [3].

Integrity and confidentiality protection for S2c trusted scenarios can be optionally activated by the UE or the PDN GW as defined in TS 23.402 [3]. In the case of confidentiality protection the Fixed Broadband Access Network does not have visibility of the inner header, similarly to what happens to the untrusted S2c case. However, given that DSCP of the outer header is used for packet differentiation, the procedures to support interworking with Fixed Broadband Access Network do not need to change due to the activation of confidentiality protection.

If the H(e)NB is located behind a NATed RG the H(e)NB local IP address is provided to the H(e)NB by the SeGW as part of the set up of the security tunnel with the SeGW using IKEv2 signalling.

A new HNB local IP address is provided by the SeGW to the HNB then included in Iu signalling (refer to the definition of INITIAL UE MESSAGE message, RELOCATION COMPLETE message and ENHANCED RELOCATION COMPLETE REQUEST message in TS 25.413 [28]) to the SGSN.

A new HeNB local IP address is provided by the SeGW to the HeNB then included in S1 signalling (refer to the definition of INITIAL UE MESSAGE message, HANDOVER NOTIFY message and PATH SWITCH REQUEST message in TS36.413 [29]) to the MME.

Next Change

9.1.1
E-UTRAN Initial Attach and UE requested PDN connection Establishment

This clause is related to the case when the UE performs initial attachment or UE requests connectivity to an additional PDN to the E-UTRAN network via a HeNB. The HeNB is already registered in the network.

NOTE:
Enhancements to the Initial Attach procedure rest on the assumption that the HeNB sends the HeNB local IP address and the UDP port if NAT/NAPT is detected in the fixed Broadband access networks to the MME in UE associated S1 signalling (refer to the definition of Initial UE Message in TS 36.413 [29]).
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Figure 9.1.1: UE Attach and UE requested PDN connection Establishment procedure via HeNB

1.
The HeNB is already registered in the network.

2.
The description of this step is the same as for step 1 and 2 in TS 23.401 [2], clause 5.3.2.1 (Initial attach case), or is the same as for step 1 in TS 23.401 [2], clause 5.10.2 (UE requested PDN connection Establishment case) with the addition that HeNB includes the following additional information: the HeNB local IP address and the UDP port if NAT/NAPT is detected in the S1 signalling (refer to the definition of Initial UE Message in TS 36.413 [29]) and sends them to MME.

3.
This step is the same as steps 3-13 in TS 23.401 [2] clause 5.3.2.1 (Initial attach case) or steps 2-3 in TS 23.401 [2] clause 5.10.2 (UE requested PDN connection Establishment case), with the following additional information included in Create Session Request message sending between MME and S-GW, and between S-GW and P-GW: HeNB Local IP address and the UDP port if NAT/NAPT is detected.

4.
The PDN GW initiates the IP-CAN session establishment/modification procedure with the PCRF per TS 23.203 [4]. The message includes the IMSI, the HeNB local IP address and the UDP port if NAT/NAPT is detected.

5.
The PCRF sends the Gateway Control Session establishment/QoS Rules provisioning message to the BPCF according to TS 23.203 [4]. The message includes the IMSI, HeNB local IP address and UDP port if NAT/NAPT is detected.


Once this step completes the PCRF is aware the fact that the UE is connected to the network via a 3GPP H(e)NB and checks first whether sufficient resources are available in the BBF access before it provisions PCC rules at the PCEF.

6.
The PCRF acknowledges the IP‑CAN session establishment/modification.

7.
This step is the same as steps 15-26 in TS 23.401 [2] clause 5.3.2.1 (Initial attach case) or steps 5-16 in TS 23.401 [2] clause 5.10.2 (UE requested PDN connection Establishment case) with the following additions: If the H(e)NB local IP address and UDP port number change reporting triggers are received from the PCRF, the PDN GW should set the H(e)NB local IP address and UDP port number Information Reporting accordingly. If the H(e)NB local IP address and UDP port number Reporting Request is received for this PDN connection, then the MME shall report to the PCEF/PCRF changes of HeNB local IP address and/or port (if available).

Next Change

9.1.5
Service Request and Handover Procedures

This clause specifies the Service Request and Handover Procedures with updating the following information to fixed broadband access network: the HeNB local IP address and the UDP port if NAT/NAPT is detected.

This clause contains the following cases:

-
UE initiated Service Request( clause 5.3.4.1, TS 23.401 [2])

-
X2-based handover without Serving GW relocation(clause 5.5.1.1.2, TS 23.401 [2]),

-
X2-based handover with Serving GW relocation(clause 5.5.1.1.3, TS 23.401 [2]),

-
S1-based handover (clause 5.5.1.2.2 , TS 23.401 [2]),

-
inter-RAT Handover from UTRAN Iu Mode to E-UTRAN (clause 5.5.2.2.2, TS 23.401 [2]),

-
inter-RAT handover from GERAN A/Gb Mode to E-UTRAN(clause 5.5.2.4.2, TS 23.401 [2]).

The MME shall report changes in HeNB local IP address and/or port to the PCEF/PCRF if

-
the PCRF has subscribed to reporting of changes of the local H(e)NB IP address and UDP port number; and

-
the UE moves from one (e)NB to a HeNB, or from one HeNB to another HeNB with the fixed network backhaul changed, or the UE moves from a HeNB to a (e)NB.

The MME does not update the PCEF/PCRF in particular when the UE enter connected mode if there is no change in HeNB local IP address and UDP port number, or when the UE enters idle mode.

If the S-GW needs to update the PCEF/PCRF (e.g. send a Modify Bearer Request over S5/S8) for any other reasons not listed above (e.g. time zone change, S-GW relocation), the S-GW shall include the current values for H(e)NB local IP address and UDP port if the UE is accessing the network from a HeNB.
This following call flow only shows the changed steps, and the steps without change can be referred to the corresponding clauses in TS 23.401 [2].
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Figure 9.1.5: Service Request and Handover Procedures

1.
UE initiated Service request procedure, or intra-EUTRAN Handover procedure, or inter-RAT handover is initiated, which can be referred to the descriptions of the corresponding clause4 in TS 23.401 [2].

2.
This step is the same as that in TS 23.401 [2], with the addition that target HeNB includes the following additional information: the target HeNB local IP address and the UDP port if NAT/NAPT is detected in the S1 message and sends them to MME. For the service request case, the S1 message carrying the "NAS: Service request" from UE to MME is Initial UE Message; for the X2 based handover case, the S1 message is the Path Switch Request message; for the S1 based handover or the inter-RAT handover, the S1 message is the Handover Notify Message.

3.
This step is the same as that in TS 23.401 [2], with the following additional information included in create session request message or Modify bearer Request message sending between MME and S-GW, and Modify Bearer Request Message sending between S-GW and P-GW (when a Modify Bearer Request message needs to be sent over S5/S8): target HeNB Local IP address and the UDP port if NAT/NAPT is detected.

4.
The P-GW sends IP-CAN session modification request message to the PCRF including the Target HeNB local IP address and the UDP port if NAT/NAPT is detected as defined in TS 23.203 [4].


If the Modify bearer Request message received by P-GW in step 3 contains none of the additional information: HeNB Local IP address and the UDP port if NAT/NAPT is detected. The P-GW determines that the UE leaves femto cell and will inform this event to PCRF.

5.
If the UE moves from eNB to a HeNB, the PCRF will initiate PCRF-initiated Gateway control session establishment procedure as defined in TS 23.203 [4] if the UE is the first UE attaching the target HeNB for that PCRF; if the UE moves from one HeNB to another HeNB without fixed network backhaul changed or if the UE moves to a new HeNB and there has been one Gateway Control Session for that HeNB, the PCRF will initiate Gateway control and QoS rule provisioning procedure with BPCF as defined in TS 23.203 [4]. The HeNB local IP address and the UDP port if NAT/NAPT is detected shall be included in the PCRF-Initiated Gateway control session establishment procedure and in Gateway Control and QoS rule provisioning procedure.

6.
The PCRF acknowledges the IP‑CAN session modification.

7.
If UE moves from one HeNB toeNB, the PCRF will terminate the old Gateway control session if this is the last UE under the source HeNB for that PCRF; if the UE moves from eNB to a HeNB, or the UE moves from one HeNB to another HeNB without fixed network backhaul changed, or there are other UEs attached the source HeNB, this step will be skipped.

8.
This step can refer to the corresponding procedure as in TS 23.401 [2].

NOTE:
The interaction between the BPCF and the BNG is out of scope.

Next Change

9.2.1
Initial E-UTRAN Attach with PMIP-based S5/S8

This clause is related to the case when the UE performs initial attachment to the E-UTRAN network via a HeNB. The HeNB is already registered in the network.

NOTE:
Enhancements to the Initial Attach procedure rest on the assumption that the HeNB sends the HeNB local IP address and UDP port if NAT/NAPT is detected to the MME in UE associated S1 signalling (refer to the definition of Initial UE Message in TS 36.413 [29]).
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Figure 9.2.1-1 : Initial E-UTRAN attach with PMIP-based S5/S8

This procedure is the same as described in TS 23.402 [3], clause 5.2 with the modification of the existing steps and addition of the new step described below.

1.
This step is the same as for attach procedures as in TS 23.402[3], figure 5.2-1, with the exception as defined for the corresponding steps for GTP case, clause 9.1.1.

C.1
The S-GW initiates the Gateway control session establishment procedure with the PCRF, and the following additional information: the HeNB local IP address and the UDP port if NAT/NAPT is detected needs to be forwarded to the PCRF during this procedure.

C.3
The PCRF sends the Gateway Control Session establishment/QoS Rules provisioning message to the BPCF according to TS 23.203 [4]. The message includes the IMSI, HeNB local IP address and UDP port if NAT/NAPT is detected.

Once this procedure completes the PCRF is aware the fact that the UE is connected to the network via the a 3GPP Femto and checks first whether sufficient resources are available in the BBF access before it provisions QoS and PCC rules at the BBER and PCEF, respectively.

Next Change

9.2.8
Service Request and Handover Procedures
This clause specifies the Service Request and Handover Procedures with updating the following information to Fixed Broadband Access network: the HeNB local IP address and the UDP port if NAT/NAPT is detected.

This clause is similar to clause 9.1.5, with the difference that the S5/8 interface is PMIP-based. This following call flow only shows the description on S5/S8 interfaces and Gx/Gxx/S9a interfaces.
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Figure 9.2.8-1: Service Request and Handover Procedures-S5/S8 PMIP-based

1.
UE initiated Service request procedure, or intra-EUTRAN Handover procedure, or inter-RAT handover is initiated, which can be referred to the corresponding descriptions of clause 9.1.5, Service Request and Handover Procedures (GTP case).

2.
The (target) S-GW initiates the Gateway control session establishment (with S-GW relocated) procedure or Gateway Control and QoS Rule Request procedure (without S-GW relocated) with the PCRF, and the following additional information: the HeNB local IP address and the UDP port if NAT/NAPT is detected needs to be forwarded to the PCRF during this procedure.


If the Create Session Request message (with S-GW relocated) or Modify bearer Request message (without S-GW relocated) received by S-GW in step 1 contains none of the additional information: HeNB Local IP address and the UDP port if NAT/NAPT is detected. The S-GW determines that the UE leaves femto cell and will inform this event to PCRF.

3.
The description of this step is the same as step 5 in clause 9.1.5.

4.
This step is the same as the corresponding steps defined in handover procedures for PMIP-based S5/S8 interface clause 5.7, and UE-triggered Service Request for PMIP-based S5/S8, clause 5.9, TS 23.402 [3]. The description of this step is the same as step 7 in clause 9.1.5.

5.
This step can refer to the corresponding procedure as in clause 9.1.5.

NOTE:
The description is the same as note 2 and note 3 in clause 9.1.5.

Next Change

9.3.1
PDP Context Activation
The HNB is already registered in the network. The HNB GW sends the HNB local IP address and the UDP port number if NAT/NAPT is detected to the SGSN in the [RANAP] INITIAL UE MESSAGE message (for the message refer to TS 25.413 [28]).

Depicted in Figure 9.3.1-1 is the PDP Context Activation procedure.
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Figure 9.3.1-1: PDP Context Activation Procedure for EPS-connected 3G access

0.
The HNB connected. The HNB GW received the HNB Local IP address and the UDP port number if NAT/NAPT is detected.

1.
This step is the same as step 1 in TS 23.060 [22] clause 9.2.2.1, with the addition that the HNB GW includes in the [RANAP] INITIAL UE MESSAGE message the HNB Local IP address and the UDP port number if NAT/NAPT is detected.

2.
This step is the same as step A in TS 23.060 [22] clause 9.2.2.1A, with the addition that the S4-SGSN also includes HNB Local IP address and the UDP port number if NAT/NAPT is detected in the Create Session Request sent to the S-GW and in turn to P-GW.

3.
The P-GW sends the IP-CAN session establishment request to the PCRF according to TS 23.203 [4]. The message includes HNB Local IP address and the UDP port number if NAT/NAPT is detected.

4.
The PCRF sends the Gateway Control Session establishment message to the BPCF according to TS 23.203 [4]. The message includes the IMSI, HNB local IP address, the UDP port number if NAT/NAPT is detected.

Once this step completes the PCRF is aware the fact that the UE is connected to the network via a 3GPP H(e)NB and checks first whether sufficient resources are available in the BBF access before it provisions PCC rules at the P-GW.

5.
The PCRF acknowledges the IP-CAN session establishment ack to the P-GW.

6.
This step is the same as step D in TS 23.060 [22] clause 9.2.2.1A Figure 64a with the following additions. If the local H(e)NB IP address and UDP port number information change reporting triggers are received from the PCRF, the PDN GW should set the H(e)NB local IP address and UDP port number reporting accordingly. If the H(e)NB local IP address and UDP port number Reporting Request is received for this PDP context, then the SGSN shall report to the PCEF/PCRF changes of HNB local IP address and/or port (if available).

7-8.
Steps 7 and 8 are the same as steps 4-9 in TS 23.060 [22] clause 9.2.2.1 Figure 64.

Editor's note:
In order to handle mobility from macro cells, the tunnel information needs to be added in other RANAP messages (RELOCATION COMPLETE and INITIAL UE MESSAGE).

Next Change

9.3.4
Service Request and Handover Procedures

This clause specifies the Service Request and Handover Procedures with updating the following information to fixed broadband access network: the HNB local IP address and the UDP port if NAT/NAPT is detected.

This clause contains the following cases:

-
Inter SGSN Routeing Area Update and Combined Inter SGSN RA / LA Update using S4 (TS 23.060 [22], clause 6.9.1.2.2a).

-
Routeing Area Update Procedure using S4 (TS 23.060 [22], clause 6.9.2.1a).

-
Serving RNS Relocation Procedure, Combined Hard Handover and SRNS Relocation Procedure, and Combined Cell / URA Update and SRNS Relocation Procedure Using S4 (TS 23.060 [22], clause 6.9.2.2.1a).

-
Enhanced Serving RNS Relocation Procedure using S4(TS 23.060 [22], clause 6.9.2.2.5a).

-
UE Initiated Service Request Procedure Using S4(TS 23.060 [22], clause 6.12.1A).

-
Iu mode to A/Gb mode Intra SGSN Change using S4(TS 23.060 [22], clause 6.13.1.1.2).

-
A/Gb mode to Iu mode Intra-SGSN Change using S4 (TS 23.060 [22], clause 6.13.1.2.2).

-
Iu mode to A/Gb mode Inter-SGSN Change using S4 (TS 23.060 [22], clause 6.13.2.1.2).

-
A/Gb mode to Iu mode Inter-SGSN Change using S4 (TS 23.060 [22], clause 6.13.2.2.2).

Depicted in Figure 9.3.5-1 is the service request or handover procedure. It only shows the changed steps, and the steps without change can be referred to the corresponding clauses in TS 23.060 [22].
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Figure 9.3.4-1: Service Request and Handover Procedures for EPS-connected 3G access

1.
UE initiated Service request procedure or Handover procedure, which can be referred to the descriptions of the corresponding clause in TS 23.060 [22], with the addition that target HNB sends the target HNB local IP address and the UDP port if NAT/NAPT is detected to the target SGSN in the [RANAP] INITIAL UE MESSAGE message or RELOCATION COMPLETE message or ENHANCED RELOCATION COMPLETE REQUEST message (for the messages refer to TS 25.413 [28]).

2.
Step 2a and 2b are the same as that in TS 23.060 [22]:

2a.
If there is a change in S-GW, the target SGSN sends the Create session request message to the target S-GW. If the S-GW is not changed, the (target) SGSN sends the modify bearer request message to the S-GW. The following information may be included: target HNB Local IP address and the UDP port if NAT/NAPT is detected.

2b.
The (target) S-GW sends the modify bearer request message to the P-GW, based on conditions specified in TS 23.401 [2] (e.g. the S-GW is changed) or if the following information is received in step 2a: target HNB Local IP address and the UDP port if NAT/NAPT is detected.

3.
The P-GW sends IP-CAN session modification request message to the PCRF including the Target HNB local IP address and the UDP port if NAT/NAPT is detected as defined in TS 23.203 [4], Annex P.7.4.1.


If the Modify bearer Request message received by P-GW in step 3 contains none of the additional information: HNB Local IP address and the UDP port if NAT/NAPT is detected, the P-GW determines that the UE leaves the H(e)NB and will inform this event to PCRF.

4.
If the UE moves from macro NB to a HNB, or the PCRF will initiate PCRF-initiated Gateway control session establishment procedure as defined in TS 23.203 [4] if the UE is the first UE attaching the target HNB; if the UE moves from one HNB to another HNB without fixed network backhaul changed or if the UE moves to a new HNB and there has been one Gateway Control Session for that HNB, the PCRF will initiate Gateway control and QoS rule provisioning procedure with BPCF as defined in TS 23.203 [4]. The HNB local IP address, the UDP port if NAT/NAPT is detected, shall be included in the PCRF-Initiated Gateway control session establishment procedure and in Gateway Control and QoS rule provisioning procedure.

5.
The PCRF acknowledges the IP‑CAN session modification.

6.
If UE moves from one HNB to macro cell, the PCRF will terminate the old Gateway control session if this is the last UE under the source HNB; if the UE moves from macro NB to a HNB, or the UE moves from one HNB to another HNB without fixed network backhaul changed, or there are other UEs attached the source HNB, this step will be skipped.

7.
This step can refer to the corresponding procedure as in TS 23.060 [22].

NOTE:
The interaction between the BPCF and the BNG is out of scope.

Next Change

9.4.1
S15 session establishment at HNB registration
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Figure 9.4.1-1: S15 Session Establishment
1)
When the HNB powers on, it receives a local IP address from the BBF Access Network. HNB Local IP address assignment by BBF is out of 3GPP scope.

2)
The HNB establish IPSec tunnel with SeGW as defined in TS 33.320.

3)
The HNB initiates the Registration to HNB GW including HNB IP address, HNB local IP address, and the UDP port number(s) if NAT/NAPT is detected per TS 25.467 [12].

4)
The HNB GW initiates the establishment of the S15 session with the v/PCRF and sends the including information about the HNB such as, HNB local IP address and the UDP port number(s) if NAT/NAPT is detected.

5)
The PCRF responds to the S15 session establishment request.

6)
The PCRF initiates the Gateway Control session Establishment to establish Gateway Control Session and sends the HNB local IP address and optionally the UDP port number(s) if NAT/NAPT is detected to the BPCF according to TS 23.203 [4], Annex P.

End of Changes
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5. PCRF-Initiated Gateway control session establishment or Gateway Control and QoS Rules provisioning procedure
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6.  Step 8 of Service Request and Handover Procedure, which is defined in clause 9.1.10
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